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NOTEs:
1) If the destination doesn’t match a default route or “no route” – the only other possible option is a match against a real route with viable next-hop. In this case, the packet is not eligible for LISP encapsulation and the packet is forwarded natively.
2) Because the LISP control plane component installs default map-cache entry with action send-map-request, we will never get a miss.
3) The packet is encapsulated and a destination address lookup is performed on the destination/remote RLOC; once the output interface is known, the source RLOC is filled in.
LISP Packet Forwarding Flow Chart – PITR
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NOTES:
1) The routing table look-up is done in the table specified in the “eid-table” command (default or vrf)
2) A map-cache entry with action “map-request” is created either by a static entry or via the “route-import” mechanism
3) If the destination doesn’t match a RIB route or “send-map-request” map-cache entry, then the only other possible result is the PITR has no forwarding route. The packet is dropped and a “network unreachable” ICMP is generated.
4) The destination is not a LISP EID and a RIB route is available.
5) Address lookup is performed on the destination/remote RLOC; once the output interface is known, the source RLOC is filled in.
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